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- Standard properties:
  Integrity and Manipulation Detection

- Selection for analysis: MAC
  \[ MAC_K(M) = (M, \text{Tag}) \]
ISO 9798–2.4 Protocol Core with $\text{MAC}_K(M) = (M, \text{Tag})$
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---

Text 1 \[\rightarrow^{\text{MAC}}_{K}(R_{A}, R_{B}, I_{B})\]

Text 2

Text 3

Text 4 \[\rightarrow^{\text{MAC}}_{K}(R_{B}, R_{A})\]

Text 5

Which text fields are Associated Data?

Unauthenticated, but no confirmation message received.
\begin{align*}
B & \quad \text{Symmetric } K \\
\text{Random } R_B & \\
\hline
R_B \| \text{Text}_1 & \\
\hline
\text{Text}_3 \| \text{MAC}_K(R_A, R_B, I_B, \text{Text}_2) & \\
\hline
\text{Text}_5 \| \text{MAC}_K(R_B, R_A, \text{Text}_4) & \quad A \\
\text{Symmetric } K \\
\text{Random } R_A &
\end{align*}

Which text fields are Associated Data?
Which text fields are Associated Data?

\(\text{Text}_1, \text{Text}_3, \text{Text}_5: \text{Unauthenticated}\)
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Optional Text Fields

<table>
<thead>
<tr>
<th>B</th>
<th>A</th>
</tr>
</thead>
<tbody>
<tr>
<td>Symmetric ( K )</td>
<td>Symmetric ( K )</td>
</tr>
<tr>
<td>Random ( R_B )</td>
<td>Random ( R_A )</td>
</tr>
</tbody>
</table>

\[
\begin{align*}
R_B || Text_1 & \\
\text{Text}_3 || \text{MAC}_K(R_A, R_B, I_B, \text{Text}_2) & \\
\text{Text}_5 || \text{MAC}_K(R_B, R_A, \text{Text}_4) & 
\end{align*}
\]

Which text fields are Associated Data?

\( \text{Text}_1, \text{Text}_3, \text{Text}_5 \): Unauthenticated

\( \text{Text}_2 \): Authenticated
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\[
\begin{align*}
B & \quad \text{Symmetric } K \\
\text{Random } R_B & \\
\end{align*}
\]

\[
\begin{align*}
R_B || Text_1 & \\
\downarrow & \\
Text_3 || \text{MAC}_K(R_A, R_B, I_B, Text_2) & \\
\leftarrow & \\
Text_5 || \text{MAC}_K(R_B, R_A, Text_4) & \\
\end{align*}
\]

\[
\begin{align*}
A & \quad \text{Symmetric } K \\
\text{Random } R_A & \\
\end{align*}
\]

Which text fields are Associated Data?

\[
\begin{align*}
Text_1, Text_3, Text_5: & \quad \text{Unauthenticated} \\
Text_2: & \quad \text{Authenticated} \\
Text_4: & \quad \text{Authenticated, but no confirmation message received.}
\end{align*}
\]
Which text fields are Associated Data?

\( \text{Text}_1, \text{Text}_3, \text{Text}_5 \): Unauthenticated

\( \text{Text}_2 \): Authenticated \( \leftarrow \) AD

\( \text{Text}_4 \): Authenticated, but no confirmation message received.
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- Use $E_K(m) = MAC_K(m)$ (SUF-CMA)
- Associated data: $Text_2$
- Authenticated but unassociated data: $Text_4$

Bellare–Rogaway Mutual Authentication Model with RS Framework

1. Matching conversations $\Rightarrow$ acceptance.
2. Acceptance $\Rightarrow$ matching conversations.
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Questions?